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& government



Protecting data and ensuring continuity of operations are essential  
at every level of government.

ESET technology helps you meet the need, even as budgetary restrictions require you to make do with legacy technologies, and an increasingly mobile work force pushes you  
to embrace new ones. ESET gives you the latest in data protection and control, with a light footprint that extends the life of legacy systems while supporting mobile platforms.

Lower  
Costs

ESET Remote Administrator running on Linux 
There’s no longer any need to pay for CALs for every client 
that connects when you run ESET Remote Administrator on 
a Linux sever. Instead of paying for licenses, devote the money 
to public services.

Automation by Agent 
All tasks are run by an independent agent directly on the 
endpoint. IT administrators’ day-to-day tasks are minimized, 
saving time and allowing them to focus on other important 
or sophisticated tasks.

ESET License Administrator
You get the most out of your licenses, with no seat wasted, 
with clear overview of license usage in real-time. 
Plan and manage resources better.

Built-in Data Access Protection
No need to pay for dedicated tools for Web Control, Device 
Control and other Data Access Protection tools or to upgrade 
your hardware to cope with them.

Virtualization Support
Your VMs run faster because ESET’s anti-malware solution 
won’t slow them down. There’s no need to upgrade your 
hardware to offset degraded VM performance when running 
ESET, leaving more resources for other vital services.

Mobile Devices Secured
No need for an expensive MDM tool - with ESET Remote 
Administrator, you can manage device security alongside 
desktop and server security.

Outstanding  
Usability

RIP & Replace 
Migration to ESET is seamless. ESET Endpoint solutions now 
uninstall all redundant anti-malware software during their 
installation, and endpoints are deployed pre-set up.

User-friendly Management Console 
Straightforward IT security management via a simple yet 
powerful web-console, which is completely intuitive to use 
and accessible from anywhere. 

Low System Demands
Your computers don’t run slower – and nor do your people. 
The result: no more user complaints.

Customizable GUI visibility
Users aren’t distracted by anti-malware, and may not even 
know there is any on their endpoint, while having no GUI 
means even lower system demands. 

Effective Reporting
You can access the reports and information you want, imme-
diately from the system, with no need to format them later. 

For more information including all the product features, visit www.eset.com



• Antivirus and Antispyware

• Optimized for the Virtual Environment

• Anti-Phishing

• Web Control

• Device Control

• Firewall

• Low System Demands

• RIP & Replace

• Botnet Protection

• Vulnerability Shield

• Exploit Blocker

• Mail Security blocks malware, spam, spear phishing scams 
and unsolicited email messages from entering company 
network

• File Security enforces antimalware on your servers, to keep 
the OS and sensitive files free of threats.

• SharePoint™ Server Security protects confidential data for  
public-sector organizations that uses SharePoint as the storage 
engine.

• Gateway Security blocks inbound threats carried in Web and 
FTP traffic at the network perimeter

• Web-console interface with drill-down possibilities 

• Utilizes an independent remote administration agent 

• ESET Remote Administrator also runs on Linux

• Possibility to deploy as Virtual Appliance 

• Server/proxy architecture for network resilience 

• Role-Based Management

• Secure peer communication

• Group-centric approach

• Rogue Detection Sensor

• Ultra strong, super simple two-factor one-time password 
authentication

• Helps your operation to comply with regulations  
and keep client data safe 

• Easy one-tap installation on mobile phone or tablet

• Prevents security breaches by validating identities

• Designed for a mobile world 

• No extra hardware keeps costs low and users happy

• Flexible integration options

• Simple and powerful encryption for organizations of all sizes

• Safely encrypts hard drives, removable media, files and email

• FIPS 140-2 Validated 256 bit AES encryption for assured security

• Hybrid-cloud based management server for full remote control of 
endpoint encryption keys and security policy

• Support for Microsoft® Windows® 8, 8.1 including UEFI and GPT

• Centralized management

• Highly-trained professionals are at your disposal 365/24/7

• Save on IT-related costs and free up your IT resources to focus on 
clinical care provision

• Respond to security issues quickly and protect your reputation

• Get priority for your request to increase uptime

Choose from ESET’s range of IT security products and services to 
secure your operation and your customers’ data.

The options below can be activated individually or in combination, for improved IT security.

Endpoints 
Security

ESET Secure 
Authentication

Server 
Security

ESET Technology Alliance:  
Deslock+ 
Data Encryption

ESET Remote 
Administrator

Premium  
Support

For more information including all the product features, visit www.eset.com



Government client reports  
significant savings

The City of Las Cruces reported saving more than 50% by choo-
sing ESET security solutions compared to others on the market.

“ESET’s ease of integration, broad systems support, light overhead, 
high detection rate and remote management make it the preferred 
solution.”

Robert Hartwig, Information Systems Security Specialist,  
City of Las Cruces
Source: TechValidate; http://www.techvalidate.com/product-research/eset-security-solutions/
facts/FB8-D82-847

Government offices sees return on ESET 
investment within 3 months

“ESET was easy to set up and easy to manage with a low overhead.”

Trent Spong, Network Administrator, Rockland County Government
Source: TechValidate; http://www.techvalidate.com/product-research/eset-security-solutions/
case-studies/A42-8AB-65B

Government agency lowers costs, 
improves efficiency by wwitching 
to ESET

“It works and I don’t have to worry about it. The centralized 
management is a huge help for us as well.”

Jeff Roberson, Network Administrator, City of Hutchinson
Source: TechValidate; http://www.techvalidate.com/product-research/eset-security-solutions/
case-studies/864-17E-72C

California city cites multiple security 
challenges before choosing ESET

The City of San Luis Obispo had difficulty with all of the following 
prior to purchasing ESET security solutions: 

— protecting customer data, organizational data and  
intellectual property; 

— balancing employee productivity and strong protection; 
— protecting virtual environments; 
— meeting regulatory compliance standards such as PCI,  

SOX, HIPAA, and GLBA; 
— and implementing a mobile or BYOD policy.

Steve Schmidt, IT Manager, City of San Luis Obispo
Source: TechValidate; http://www.techvalidate.com/product-research/eset-security-solutions/
facts/334-7DD-58D

Government clients realize quick 
return-on-investment with ESET

Please estimate how long it took to realize a return on your 
investment with ESET security solutions.

Survey of 68 Government users of ESET Security Solutions. Source: TechValidate;  
http://www.techvalidate.com/product-research/eset-security-solutions/charts/116-BD9-63C
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Hospital achieves high uptime 
with ESET 

“Our system now has an uptime of near 99%, and a great deal of  
that comes from high quality security and a low drain of resources.”

Clint Walker, IT Director, Hansford County Hospital
Source: TechValidate; http://www.techvalidate.com/product-research/eset-security-solutions/
facts/FA7-0D6-76C

64% of ESET customers  
saw ROI within 6 months

Please estimate how long it took to realize a return on your 
investment with ESET security solutions.

Note: survey of 552 users of ESET Security Solutions. Source: TechValidate; http://www.techvalidate.
com/product-research/eset-security-solutions/charts/DA4-204-B55

19%

3% 3%

36%

28%

11%

0 - 3 months

4 - 6 months

7 - 9 months

10 - 12 months

13 - 18 months

18 months or more


