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CASE STUDY:
GOODYS and EVEREST

“The low system impact of ESET Endpoint Antivirus helps our end users on their daily work, and the fully automated 
process of antivirus protection and virus signature updates keeps our systems secure from all types of threats, 24/7”

Apostolakis Theologos, Network Administrator, Goodys and EVEREST

http://www.vivartia.com
http://www.goodysnet.com

http://www.everest.gr

THE CUSTOMER
Previously two separate fast food and café brands with 
numerous franchises across Greece and Cyprus, Goody’s and 
EVEREST merged into the Goody’s – EVEREST Group in 2012. With 
the total number of 3,200 employees, including company‑based 
and franchise employees, the group is currently the largest food 
service provider in the region.

THE CHALLENGE
Due to the specifics of the Goody’s – EVEREST Group network 
infrastructure, the successful antivirus vendor had to meet the 
following requirements:

• Compatibility with old hardware running in some 
franchises, including POS machines

• Minimum system requirements
• Fully‑automated process of antivirus protection and 

signature updates
• Quick implementation of the solution via a central 

management tool
• Easy upgrade and license renewal process

THE SOLUTION
After reviewing and testing a number of antivirus vendors, the 
company has chosen ESET. In favor of ESET were its low system 
footprint and favorable value compared to the competition. 

The high level of user comfort is evidenced by the fact that 
administration of ESET Endpoint Antivirus in the whole 
network is handled by two IT specialists. They can efficiently 
install, configure and manage more than 3200 workstations, 
servers and POS in 155 stores – all from a single location.

This document is to be used solely for internal sales education purposes and in face‑to‑face customer meetings. 
Please refrain from distributing it to clients, displaying it online, or at events, or sending it to customers or resellers.



BUILT TO BE LIGHT AND EFFICIENT
The unique build of ESET Endpoint Solutions with focus on 
small system footprint has been optimized to perfectly match 
any system environment, ensuring fast startup and smooth 
performance while delivering a consistent level of security.

REMOTE ADMINISTRATION
Manage the security across thousands of endpoints from 
a single console. Take advantage of features such as 
randomized execution of selected tasks to load balance tasks 
on the network. In addition, real‑time web dashboard displays 
critical information about network security.

CLOUD-POWERED REPUTATION
ESET Endpoint Solutions deliver advanced protection to 
company endpoints. The proven ThreatSense® scanning engine 
combined with ESET Live Grid® optimized scanning based on 
whitelisting of “safe” files delivers precise detection of malware, 
making the solution highly effective against emerging threats.

Safeguard your company network with ESET Endpoint 
Security – a solution that protects your data on multiple layers. 
The legendary NOD32 antivirus, two‑way firewall, web control 
and remote administration stand in the first line of defense 
against threats.

ESET is a global provider of security solutions for businesses 
and consumers, protecting millions of users around the world. 
Our proven technology holds a 10‑year streak of VB100 Awards, 
unparalleled by any other security vendor.

ESET Endpoint Security
Safeguard your company data with multi-layered 
protection from an antivirus pioneer

About ESET: ESET is a  Slovak‑based IT security company founded in 1992 in Bratislava. Regional offices are in Prague, Czech Republic; 
San Diego, USA; Buenos Aires, Argentina, and Singapore. www.eset.com

3 GOOD REASONS TO USE ESET ENDPOINT SOLUTIONS

Virus Bulletin Award

The only vendor with record‑breaking 
protection. ESET proven to keep you 
safer.

Proven. Trusted.

Over 100 million IT pros & users have 
made ESET their security provider 
of choice.
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