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ESET PROTECT
Appliance Migration

Virtuelle Maschine bereitstellen

Laden Sie die neueste protect_appliance.ova
herunter (oder protect_appliance.vhdx.zip, wenn Sie
Microsoft Hyper-V verwenden).

Datenbank von alter Appliance migrieren

Hierflr mussen Sie die Konsole der VM aufrufen und
dort den Management Modus 6ffnen um anschlie-
Rend ,Pull database from other server”auszuwahlen.

AnschlieRend geben Sie die
Zugangsdaten der alten Appli-
ance ein (@-Zeichen mit Shift+2).
Das Passwort muss dreimal
hintereinander eingeben:

ESET.DE | ESE

Stellen Sie eine neue ESET PROTECT VA bereit. Siehe
2ESET PROTECT Virtual Appliance Bereitstellungs-

prozess fur Anweisungen. Konfigurieren Sie die neue

ESET PROTECT VA nicht Uber die Weboberflache.

Set static IP address

Restore database

Pull database from other server
Factory reset

Restart system
Shut dowm system

Lock screen

Exit to terminal

Nachdem das Backup erstellt wurde, mussen Sie das Passwort der alten Appliance erneut eingeben, um das
Backup zu der neuen Appliance zu kopieren und einzuspielen:

188 11MB 144.7HMB-ss
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https://www.eset.com/int/business/download/eset-protect/?_gl=1*un4ksa*_ga*MTE3MDkxMjIxOC4xNjkwOTc2NjA5*_ga_QQY56YDFHV*MTcxMjA0MzU2Mi40MjguMS4xNzEyMDQzNTY1LjAuMC4xMzg2NTAyMzA.#virtual
https://help.eset.com/protect_deploy_va/latest/de-DE/deployment_process.html
https://help.eset.com/protect_deploy_va/latest/de-DE/deployment_process.html
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Neue Appliance konfigurieren

Schalten Sie die alte Appliance ab. Offnen Sie per Sobald Sie die Daten bestatigen, wird die Appliance
Browser das Webinterface der neuen Appliance. neu gestartet und ist unter der gewohnten Adresse

der alten Appliance erreichbar.

ESET PROTECT sAppliance
(C) 2824 ESET, spol. s r.o. - All rights reserved

B || ® eseTPROTECT onprem = | +

e . I_- 192.168.7.18, I

First time appliance configuration needs to be performed.
Plaacs rovwnect noine s weh bramcr ta:

https:/-192.168.7 .50:8443

Static IP address for the connection can be sct by these steps:
1. Enter management mode with password [eraadminl.

Z. Select [3et static IP address] from the menu.

3. Enter network commection parameters.

[I:I' PROTECT on-PrEM

Anmelden

Geben Sie dort die IP und den Hostnamen der alten S __———— =
Appliance an und fullen Sie die restlichen Daten aus.

PROTECT

HOSTNAME I eset-appliance.eset.co-gnito.de I
PASSWORD | ..........

LOCALE deDE

Nachdem bei der neuen Appliance die IP und Daten
bingsiitdeing _ _ der alten Appliance Ubernommen wurden, verbinden
sich alle Management Agents wie gewohnt mit der

WINDOWS DOMAIN

WINDOWS DOMAIN

etaet.co-gnito.de

MRS neuen Appliance und es muss nichts weiter getan
E:gﬁl\f:snsmbs: L - o R werden. Die Migration ist somit abgeSChlossen.
PCRFORM OPCRATING

SYSTEM UPDATE

NETWORKING PROPERTIES

NETWORK IP ADDRESS 192.168.7.18

NETWORK NETMASK

255.25
DEFAULT GATEWAY

192.168.7.1

e 192.168.7.10

DNS2

| I aceept the End Uses Licese Agreesienl il acknowlenis (he Privacy Policy.

Weitere Informationen finden Sie hier:

https://help.eset.com/protect_deploy va/latest

en-US/va_upgrade_migrate.html#frecommended
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https://help.eset.com/protect_deploy_va/latest/en-US/va_upgrade_migrate.html#recommended
https://help.eset.com/protect_deploy_va/latest/en-US/va_upgrade_migrate.html#recommended

®
@ eT Digital Security
Progress. Protected.

Uber ESET

Als europaischer Hersteller mit mehr als 30 Jahren
Erfahrung bietet ESET ein breites Portfolio an Sicherhe-
itslosungen fur jede UnternehmensgroRe. Wir schitzen
betriebssystemubergreifend samtliche Endpoints und
Server mit einer vielfach ausgezeichneten mehrschich-
tigen Technologie und halten Ihr Netzwerk mithilfe
von Cloud Sandboxing frei von Zero Day-Bedrohungen.
Mittels  Multi-Faktor-Authentifizierung und  zertifi-
zierter VerschlUsselungsprodukte unterstutzen wir Sie
bei der Umsetzung von Datenschutzbestimmungen.

CHAMPION
PARTNER

V
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Suisse

Seit 2019 ein starkes Team
auf dem Platz und digital

3 VON UBER 400.000 ZUFRIEDENEN KUNDEN

Allianz @)

Seit 2016 durch ESET geschuitzt
Mehr als 4.000 Postfacher
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Unsere XDR-Basis mit Endpoint Detection and Response-
Losung, Fruhwarnsysteme (bspw. Threat Intelligence) und
dedizierte Services erganzen das Angebot im Hinblick auf
Forensik sowie den gezielten Schutz vor Cyberkriminal-
itat und APTs. Dabei setzt ESET nicht allein auf modernste
Technologien, sondern kombiniert Erkenntnisse aus der
cloudbasierten Reputationsdatenbank ESET LiveGrid® mit
Machine Learning und menschlicher Expertise, um Ihnen
den besten Schutz zu gewahrleisten.

ISP Security Partner seit 2008
2 Millionen Kunden

BEWAHRT
made 3 0 z
Trust Seal in ‘%o/ _%E‘
wwwteletrust. defitsmie EU _S_GS_ 9)001 4S_GS>
ESET wurde das Vertrauenssiegel Unsere Losungen sind nach den Qualitats- und
T Security made in EU" verliehen Informationssicherheitsstandards ISO 9001:2015
und ISO/IEC 27001:2013 zertifiziert

KONTAKT

Bei Ruckfragen konnen sich ESET Partner
an die Partnerbetreuung wenden.
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ESET Deutschland GmbH | Spitzweidenweg 32 | 07743 Jena | Tel..+49 36413114 200

Tel: +49 (0) 3641/ 3114 - 220 (Mo - Fr 8 - 17 Uhr)
E-Mail: partner@eset.de
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mailto:partner%40eset.de?subject=partner%40eset.de
https://www.facebook.com/ESET.DACH/
https://www.instagram.com/eset_dach/
https://twitter.com/ESET_DE
https://www.youtube.com/ESETde
https://www.linkedin.com/company/eset-dach/
https://www.xing.com/pages/esetdach
https://www.welivesecurity.com/deutsch/?utm_source=eset-web&utm_medium=eset+broschure
https://digitalsecurityguide.eset.com/de?utm_source=eset-web&utm_medium=eset+broschure

